How to enable Active X

Active X must be enabled before a certificate request can be made.

In IE select Tools, Internet Options, Security tab, Trusted Sites, uncheck the Enable
Protected Mode checkbox. Note: Disabling Protected Mode requires a restart of IE.
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If not already done click on Sites and add the AGIS websites to Trusted Sites: Type each
address and click Add. (To add http://agis.lanl.gov uncheck “Require server verification”
box).
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‘fou can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.
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Require server verification (https:) for all sites in this zone

Close the Trusted Sites window.



Click on Custom level. Select the Medium setting and click on Reset. Scroll to “Initialize
and script ActiveX controls not marked as safe for scripting” and select Enable.
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*Takes effect after you restart Internet Explorer

Reset custom settings
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Click OK. After your certificate is installed you may change ActiveX control and security
back to their previous settings.
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